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Abstract: This paper aims to discuss the Work Task 1.1 and introduce the key issues for this WT.
1. Introduction/Discussion
This paper aims to identify Key Issues for WT#1: Study 5G capabilities exposure for industrial and automation applications, in particular the WT#1.1: 
-	Work Task 1.1: Enhance group attribute management and group status event reporting:
-	 set/modify the group attributes: provisioning of service area or QoS applicable to each UE of a given group
-	 subscribe to group status event reporting for the event "newly registered or (de)-registered group member"

This WT aims to study how to satisfy the following SA1 requirements from TS 22.261
-	The 5G system shall be able to restrict private communications within a 5G LAN-VN based on UE’s location (i.e. when the UE moves out of the area it can no longer communicate on the 5G LAN-VN).
-	The 5G system shall enable the network operator to configure a 5G LAN-VN that is available only within a geographical area.
-	The 5G system shall support a mechanism to provide consistent QoE to all the member UEs of the same 5G LAN-VN
-	Based on MNO policy, the 5G network shall provide suitable means to allow an authorized third party to receive notification of changes in specific configuration aspects of the UE in the VN (e.g., changes in group membership information.)

At the same time, it also addresses the "Device group management" requirements on 5G capabilities exposure from 5G-ACIA (Exposure of 5G Capabilities for Connected Industries and Automation Applications):
-	The 5G exposure reference point must enable creation, modification, and removal of groups of devices, including definition of group communication services and other group attributes.
-	 Note 1: An example group attribute is the service area
-	The 5G exposure reference point must support the addition/removal of individual devices to/from a group.
-	 Note 2: A device can belong to multiple groups concurrently. A device may also join/leave a group in accordance with, for instance, device location.
-	The 5G exposure reference point must allow IIoT applications to subscribe to notifications of group status events

3GPP Rel-16 added 5GS support for 5G LAN-type service, include the management of 5G VN group that is characterized by:
-	5G VN group identities: External Group ID and Internal Group ID.
-	5G VN group membership: The 5G VN group members.
-	5G VN group data: The 5G VN group data may include the following parameters: PDU session type, DNN, S-NSSAI and Application descriptor, Information related with secondary authentication / authorization.
Observation 1: The current group attribute, which can be controllable by AF via exposure interface, does not contain a service area or QoS that is applicable to each UE within the group.

The management of 5G VN group is achieved by NEF Parameter Provisioning service and UDM Parameter Provisioning service, but Parameter Provisioning service does not support Subscribe/Notify Operation.
Table 5.2.6.1-1: NF Services provided by the NEF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF



Table 5.2.3.1-1: NF services provided by UDM
	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Parameter
	Update
	Request/Response
	NEF, AMF

	Provision
	Create
	Request/Response
	NEF

	
	Delete
	Request/Response
	NEF

	
	Get
	Request/Response
	NEF



Observation 2: The current group management mechanism does not support service operation for Subscribe/Notify.

Proposal: It is proposed to capture the gaps for group management mechanism in the key issue for Work Task 1.1
2. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-74 V0.0.0.
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[bookmark: _Toc22214903][bookmark: _Toc92883024][bookmark: _Toc92890915][bookmark: _Hlk91782779]5	Key Issues
[bookmark: _Toc435670433][bookmark: _Toc436124703][bookmark: _Toc509905226][bookmark: _Toc510604403][bookmark: _Toc22214904][bookmark: _Toc92883025][bookmark: _Toc92890916]5.X	Key Issue #X: Enhance group attribute management
[bookmark: _Toc22214905][bookmark: _Toc92883026][bookmark: _Toc92890917]5.X.1	Description
Based on the scope of this study, a group can be set with service area or QoS that is applicable to each UE within the group.
NOTE:	UE can belong to multiple groups concurrently.
Release-17 specifications including TS 23.501 and TS 23.502 already provides enforcement mechanisms of "Service Area" attribute and these depends on the particular service. For example:
-	Service area restrictions: service area restrictions mechanism is per UE and enforced in AMF and UE. The UE that is in non-allowed area is not allowed to initiate Service Request, or have user plane connectivity etc., as described in TS 23.501, clause 5.3.4.1.
-	LADN: LADN service area applies to any PDU Session to the given DNN. LADN service area is enforced in SMF. The UE that is out of LADN service area cannot access any services of the given DNN.
-	Spatial validity in Traffic Influence for Edge services: Spatial validity is enforced in SMF. The UE that is out of spatial validity area can access the service via C-PSA. "Service Area" for a group of UEs using an Edge service is already supported by the existing spatial validity mechanism. A mechanism for the AF to create and modify Edge user groups on temporary basis is out of scope of this key issue.

[bookmark: _GoBack]This key issue aims at addressing the following points:
-	How to provision (i.e. set, modify and delete) the service area or QoS applicable to each UE of the group via exposure interface, i.e.:
-	What is the information that constitutes the service area applicable to each UE of the group via the exposure interface, and how to enforce the service area applicable to each UE of the group by reusing the existing mechanisms;
-	What is the information that constitutes the QoS applicable to each UE of the group, and how to enforce the QoS applicable to each UE of the group using existing mechanisms;
5.Y	Key Issue #Y: Enhance group status event reporting
5.Y.1	Description
The study item includes objectives to enhance group status event reporting in order to allow subscription to group status event reporting for the event "newly registered or (de)-registered group member". To enable this, this key issue aims at addressing the following points:
-	How to enable the group status event reporting via exposure interface, i.e.:
-	What is the subscription information for the event "newly registered or (de)-registered group member"
-	What is the trigger to detect such event;
-	What is the information within the event reporting to reflect the changes of group status;
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